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Profile of the Expert

Ms. Sangeetha Sangangouda Dambala is a Data Engineer at State Street, Bangalore, with
hands-on experience in designing and optimising end-to-end data pipelines using Azure and
Snowflake. She specialises in ETL Processes, Data Integration, Database Management, and
Automation of data workflows to support analytics and business intelligence. Ms. Sangeetha
has worked extensively with modern tools such as DBT, SQL, Python, and JSON-based
pipelines, and has contributed to building scalable data solutions and dashboards for data-
driven decision-making. She holds a Master of Computer Applications (MCA) Degree
from New Horizon College of Engineering, VTU, with a CGPA of 8.73, and has been
recognised as the Best Student of the Year. With a strong foundation in computer networks,
programming, databases, and full-stack development, she brings valuable industry-oriented
insights and practical knowledge to academic audiences.
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Objective

The objective of the session is

* Introduce the fundamentals of computer networks and network security, enabling
students to understand how data communication occurs in modern digital systems.

* Provide practical insights into common network security threats and vulnerabilities
faced in real-world environments.

* Demonstrate defense mechanisms such as firewalls, encryption, and secure
communication practices through real-time industry examples.

* Encourage awareness of secure network design, and best practices, motivating students

to build reliable and secure networking solutions.



Content

The guest lecture covered fundamental and advanced concepts related to computer networks

and industry practices. The key topics discussed included:
e Overview of computer networks and their importance in modern systems
e Common network security threats and vulnerabilities

e Defense mechanisms such as firewalls, encryption, and secure communication

protocols
e Role of networking in cloud platforms and data-driven environments
e Practical insights from industry use cases and real-time examples
e Career guidance, required technical skills, and industry expectations

The session also included interactive discussions and a question-and-answer segment to clarify

student queries.

Summary of Content

The lecture provided a comprehensive overview of how computer networks function in real-
world industry environments, with special emphasis on security threats and protection
mechanisms. The speaker explained key concepts using practical examples and shared
professional experiences to help students relate theoretical knowledge to actual applications.
The session highlighted the importance of secure network design, continuous monitoring, and

upskilling to meet industry demands.

Snapshots from the Session




Outcome
After attending the guest lecture, students were able to:
e Understand real-world network security challenges and defense strategies
o Relate theoretical networking concepts to practical industry applications
e Gain awareness of emerging trends and tools used in the industry
o Improve analytical thinking and problem-solving skills
o Identify relevant career paths and certifications in networking and related domains
e Develop motivation to enhance technical and professional competencies
Attendance

List of MCA students who attended
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Effectiveness of the examples depicted during the session.
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Rate the relevance of the topic to future study and work.
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Data Engineer, State Street Global Advisors, liangalore
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